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Chrome Enterprise Premium 
で脅威対策とデータ保護を
⼀元化
現代の職場に適したセキュアな企業向けブラウ
ジング
ブラウザは業務の中⼼的なプラットフォームとなっています。ビジネスツールへのアクセ
ス、同僚との共同作業、進化し続けるワークフローの管理など、ブラウザで⾏われる作業
は多岐にわたります。IT やセキュリティの担当チームは、⽣産性を低下させることなく、
この重要なエンドポイントを保護する必要性に迫られています。しかし、従来のセキュリ
ティ ソリューションはもはや⼗分ではなく、ユーザー エクスペリエンスに悪影響を及ぼし
かねません。

Chrome Enterprise Premium では、包括的なエンドポイント セキュリティ、プライバ
シー、制御を企業のネットワーク全体に⼀括適⽤できます。IT やセキュリティの担当
チームは、数回クリックするだけで⾼度なセキュリティ機能をデプロイし、従業員がど
こにいても保護できます。

● マルウェア、フィッシング、悪意のある 
URL に対する追加のセキュリティ適⽤ポ
イントとしてブラウザを活⽤

● 個⼈所有デバイス（BYOD）を含む、管理
対象と管理対象外のデバイス間で統⼀され
たセキュリティ管理を実現

● URL とファイルをリアルタイムでスキャ
ンして、悪意のあるサイトへのアクセスや
不審なファイルのダウンロードを未然に
防⽌

⾼度なマルウェアおよびフィッシング対策 データ損失防⽌（DLP）

● コンプライアンスに基づく保護対象の情報
を含む、企業データの偶発的および意図的
な引き出しを防⽌

● ブラウザのレイヤでルールを選択的に適⽤
して、管理対象外デバイスでのダウンロー
ド、アップロード、印刷、保存、その他の
操作を阻⽌

● 管理対象デバイスで機密性が⾼いデータ
を転送したユーザーやドメインを特定



Chrome Enterprise Premium で従業員をどのように保護できるかについてご
覧ください: chromeenterprise.google/solutions/secure-browsing

セキュリティに関するレポートとインサイト

シンプルで強⼒なエンドポイント セキュリティ

Chrome Enterprise Premium は、⾒逃されがちなエンドポイント
であるブラウザの脆弱性を解決し、現代のビジネスがゼロトラス
トのセキュリティ アーキテクチャへ移⾏できるようサポートしま
す。ブラウザ フリート全体を⼀元管理することで、IT チームは時
間的な制約のあるアップデートやパッチをすべてのデバイスおよ
びオペレーティング システムに確実に適⽤できます。また、
Chrome Enterprise Premium は組織ですでに使⽤しているソ
リューションとのシームレスな統合が可能なため、⾃社独⾃のエ
コシステムを構築できます。

IT やセキュリティの担当チームは、組み込みの拡張可能なセキュ
リティ、強⼒な管理ツール、あらゆるデプロイの可視化といった 
Chrome Enterprise Premium の機能を使⽤して、⾃社に最適なレ
ベルのブラウザ セキュリティを構築できます。

• 何百ものポリシーを⼀元管理して安全な
ウェブ ブラウジング体験をユーザーに提供

• リスクの⾼いユーザーを最⾼レベルで保
護する⼀⽅で、リスクの低いユーザーの
⽣産性も維持

• エージェントの追加や複雑な設定は不要

順応的ポリシー管理
• ブラウザ環境の⾼度なセキュリティ インサイ

トで、リスクの⾼いユーザーやドメインを可視
化して、データ保護アラートをチェック

• IT やセキュリティの担当チームは、セキュリ
ティ ルールがトリガーされたファイルやデー
タの記録にアクセス可能

• 問題の修正、コンプライアンス状況の報告、
セキュリティ強化の取り組み全般をサポート

コンテキストアウェア アクセス制御
• デバイスの状態やユーザーの認証情報に基づ

き、企業リソースへのすべてのアクセス試⾏
を認証、承認、暗号化

https://chromeenterprise.google/solutions/secure-browsing/

